lllll

Information
Technology

HOW TO PROTECT YOURSELF AGAINST PHISHING
EMAILS

Don't click on that email!
Find everything you need to know in this phishing
infographic including how to protect yourself from cyber
attacks.
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Tips to Avoid Attackers

Do not give away any personal information. Most

business will never ask for user names and
passwords via email.
Assume that all unexpected emails with a call 1o
action to confirm information, such as clicking a

link or downloading a document, are phishing. i

Update your computer’s anti-virus sofiware and
enable browsers’ phishing filters.

Most Targeted Companies

Need more help?

Should you experience an IT related problem
please log a fault within the Service Request Man-
ager or contact your campus IT Service Desk.

Should you wish to provide us with feedback,
feelfreetodropusanemailat talk2IT@nwu.ac.za
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